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1. Use the Mobile Device and Internet Contract to start an open conversation about what is and is not 

appropriate online behavior. 
2. Set clear consequences for violation of the Internet Contract and the opportunity for grace. 
3. Check the social media’s minimum age requirement before allowing your child to sign up. Consider 

their maturity and resiliency before giving them access to social media. 
4. Use sites like www.comonsensemedia.org or www.cybersafetycop.com to research every 

application, website, or social media platform your child wants to visit.  
5. Look at each electronic device in your child’s world and determine if they can connect with the 

internet or another person though it. If they can, use Parental Settings to restrict access. 
6. Do you know how each social media app on your child’s device works? Try it for yourself and use 

www.cybersafetycop.com to learn about possible safety risks. 
7. Talk to your child about their “online reputation” and how bullying, sexting, and other inappropriate 

behavior can impact it FOREVER. 
8. Make sure your child’s social media privacy setting is set to PRIVATE. 
9. Review your child’s friends and followers. Only allow people to be in your child’s network that have a 

face-to-face relationship with them. 
10. Know your child’s usernames and passwords on all of their social media applications and log into 

your child’s social media account as them to see what is really happening. 
11. Make dinner time a tech free time to talk and invest in your family and relationships. 
12. Stop and physically check your child’s device. Check messages, usernames and passwords, social 

media app activity, and internet browser history.  
13. Charge your child’s phone in your room at night. Review the phone’s contents. 
14. Turn on Parental Controls on your child’s device, home WiFi network, and phone carrier network. 
15. Install applications that filter and help monitor inappropriate content your child’s devices. 
16. Discuss the steps to handle rude or threatening messages: Don’t Respond, Document, Report, 

Block. www.cybersafetycop.com/blog “How to Report Bullying and Abuse” 
17. Discuss how to deal with a bully. Give them the tools to resolve it at their level if appropriate. 
18. Password protect the app store so your child can’t download an app without your permission. 
19. Before you download a game or app for your child, ask yourself: 

• Is it age appropriate? (13 is the minimum age for social media apps) 

• Does it have privacy settings that can be made “Private?” 

• Can strangers or anonymous users contact my child? 

• Can I review past posts and comments? 
20. Subscribe to Cyber Safety Cop’s free newsletter at: www.CyberSafetyCop.com 
21. Follow Cyber Safety Cop on Facebook. Like, Comment, and Share articles with your friends. It takes 

a village to raise cyber safe children! 
22. Make cyber safety an on-going conversation. 


